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Section A.  Folder/File Maintenance

Overview

	In This Section
	This section contains the topics listed in the table below.
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	Topic Name
	See Page
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	Department of Veterans Affairs (VA) Folders Used by the Vocational Rehabilitation and Employment (VR&E) Division
	2-A-2

	2
	Ordering Counseling/Evaluation/Rehabilitation (CER) Folders
	2-A-3

	3
	Creating CER Folders
	2-A-4

	4
	Maintaining CER Folders
	2-A-8

	5
	Handling Retired CER Folders
	2-A-10

	6
	Handling Sensitive Files
	2-A-11

	7
	Exhibit 1:  Sensitive Access Levels for the Benefits Delivery Network (BDN) and the Common Security System (CSS)
	2-A-14


1.  Department of Veterans Affairs (VA) Folders Used by the Vocational Rehabilitation and Employment (VR&E) Division

	Change Date
	October 28, 2005


	a.  Types of VA Folders Used by the VR&E Division
	The table below describes the types of Department of Veterans Affairs (VA) folders used by the Vocational Rehabilitation and Employment (VR&E) Division.


	Type of Folder
	Description
	Contents
	Responsibility for Folder Creation and Maintenance

	Claims folder for both living and deceased veterans who have filed an initial claim for any type of benefit.
	Red-rope, three-flap folder with fasteners attached on the inside.
	· Service data

· dependency evidence, and

· information on the veteran’s disability.
	Veterans Service Center (VSC)

Reference:  For more information on claims folders, see M28.IV.ii.3 (TBD).

	Counseling/ Evaluation/ Rehabilitation (CER) folder for veterans receiving benefits under Chapter 31.
	Kraft brown, three-flap folder with fasteners attached on the inside.
	 See M28.II.2.A.3.b.
	VR&E Division

References:  For more information on 

· creating a CER folder, see M28.II.2.A.3, and

· maintaining a CER folder, see M28.II.2.A.4.



	Educational / Vocational Counseling folders for Chapter 30, 32, 35, 36, 1606, 1607.
	Manila, two-flap folder with fasteners attached on the inside.
	Counseling narrative and Educational or Vocational Plan.
	VR&E Division maintains this folder.


2.  Ordering Counseling/Evaluation/Rehabilitation (CER) Folders

	Introduction
	This topic contains information on ordering CER folders, including

· the policy for ordering sufficient quantities of CER folders

· who is responsible for ordering CER folders, and

· how to order CER folders.


	Change Date
	October 28, 2005


	a.  Policy for Ordering Sufficient Quantities of CER Folders
	Regional Offices (ROs) must order sufficient quantities of three-flap CER folders in order to create folders for new veterans receiving Chapter 31 benefits.




	b.  Who Is Responsible for Ordering CER Folders
	The VR&E Officer, or designee, is responsible for ordering CER folders.


	c.  How to Order CER Folders
	There is no centralized location for the purchasing or distribution of the three-flap CER folder.  Order these folders directly from the manufacturer using the information in the table below.

Note:  Follow local procedures to order standard supplies.


	Stock Number
	NSN 7530-00-680-2420

	Contract Number
	GS-02F-8318A

	Manufacturer
	S&W Manufacturing

P.O. Box 3069

Florence, SC  29501-3069

	Telephone Number
	1-800-845-8350


3.  Creating CER Folders

	Introduction
	This topic contains information on creating CER folders, including

· when to create a CER folder

· the contents of a CER folder

· the requirements for the CER folder label

· a reference on how to create a CER folder

· reviewing the folder location in the Beneficiary Identification and Records Locator Subsystem (BIRLS), and

· when not to create a CER folder.


	Change Date
	July 14, 2008


	a.  When to Create a CER Folder
	Create a CER folder when 

· the veteran or servicemember applies for Chapter 31 benefits, and

· basic eligibility for Chapter 31 benefits is established.


	b.  Contents of a CER Folder
	The table below describes the organization and contents of a CER folder.


	CER Folder Section
	Contents

	Right flap
	· A copy of the veteran’s or servicemember’s supporting documentation,

· copies of rating decisions,

· medical information,

· counseling and evaluation forms,

· test results and reports of evaluative procedures,

· copies of correspondence concerning counseling issues,

· rehabilitation plans, and

· other VA forms in the 28-1902 series.


Continued on next page

3.  Creating CER Folders, Continued

	b.  Contents of a CER Folder (continued)


	CER Folder Section
	Contents

	Center
	Any forms, form letters, and other documentation regarding case management and monitoring activities related to Chapter 31 program participants, including 

· all VA forms in the 28-1905 series, with the exception of VA Form 28-1905, Authorization and Certification of Entrance or Reentrance Into Rehabilitation and Certification of Status

· the closure statement, and

· the checklist for rehabilitation or discontinuation.

	Left flap
	· Information developed during the provision of services, including the following forms:

· VA Form 28-1900, Disabled Veterans Application for Vocational Rehabilitation

· VA Form 28-1905 Authorization and Certification of Entrance or Reentrance into Rehabilitation and Certification of Status

· VA Form 28-1910, Application and Public Voucher for Advancement from the Vocational Rehabilitation Revolving Fund

· VA Form 28-1923, Notice of Authorization of Subsistence Allowance

· VA Form 28-1999b, Notice of Change in Student Status, and

· VA Form 28-0175, Chapter 31 Change in Enrollment

· Benefits Delivery Network (BDN) printouts

· Subsistence allowance awards and related materials, and

· Any documents changing the name or address of the Chapter 31 participant.


	c.  Requirements for the CER Folder Label
	Label the CER folder with the veteran’s or servicemember’s information, including his/her 

· name, and

· VA claim number.




Continued on next page

3.  Creating CER Folders, Continued

	d.  How to Create a CER Folder
	For information on how to create a CER folder, see M28.IV.ii.3.6 (TBD).


	e.  Reviewing the Folder Location in BIRLS
	Before creating the CER folder, review the Beneficiary Identification and Records Locator Subsystem (BIRLS).

· If no CER folder record exists in BIRLS, create a CER file for eligible veterans, and input the folder location.

· If a CER folder record already exists in BIRLS, request CER file and update the record, if necessary, to show the correct location of the CER folder.

Note:  The review by the VR&E Division identifies any duplicate CER folder that BIRLS shows exists at another RO.
References:  For more information on 

· using BIRLS, see M21-1, Part II, Chapter 6, and

· locating a retired CER folder, see M28.II.2.A.5.b.


	f.  When Not to Create a CER Folder
	Do not create a CER folder when 

· the claim for chapter 31 benefits does not meet the basic eligibility criteria, or

· a CER folder already exists.

Note:  File any related development materials, in chronological order, on the right flap of the claims folder, and the disallowance document, generated by BDN, on the left flap of the claims folder.

Reference:  For information on locating the claims folder, see M28.IV.ii.3.3 (TBD).


4.  Maintaining CER Folders

	Introduction
	This topic contains information on maintaining CER folders, including

· who is responsible for maintaining a CER folder

· the jurisdiction for CER folders, and

· the standards for filing documentation in a CER folder.


	Change Date 
	October 28, 2005


	a.  Who Is Responsible for Maintaining a CER Folder
	The VR&E Case Manager who provides services or reviews the provision of services under a contract

· ensures that the CER folder is maintained, and

· updates consolidated files that were established locally in order to support educational and vocational counseling service reporting provided under Public Law (PL) 102-16.


	b.  Jurisdiction for CER Folders
	CER folders for vocational rehabilitation training under Chapter 31 are under the jurisdiction of the RO that has geographical responsibility for the area in which the veteran resides.

Reference:  For information on the jurisdiction for veterans with foreign residence, see M28.IV.vii.2.2 (TBD).


Continued on next page

4.  Maintaining CER Folders, Continued

	c.  Standards for Filing Documentation in a CER Folder
	VR&E staff members must file all documents

· neatly, and

· in reverse chronological order with the most recent material on top.

Exception:  The most up-to-date veteran’s rehabilitation plan should always be on the top of the right flap of the CER folder.

Important:  To avoid filing duplicates of documents, check the CER folder before filing a document to make sure that a duplicate document is not already in the folder.

Reference:  For information on where to file documents within the CER folder, see M28.II.2.A.3.b.


5.  Handling Retired CER Folders

	Introduction
	This topic contains information on maintaining retired CER folders, including

· who is responsible for retiring a CER folder

· locating a retired CER folder, and

· which CER folders can be recalled from the United States (U.S.) National Archives and Federal Information Centers.


	Change Date
	October 28, 2005


	a.  Who Is Responsible for Retiring a CER Folder
	The VR&E Division is responsible for retiring CER folders.

Note:  For further information on retiring CER folders see Record Control Schedule (RCS) VB-1, Part I, Section VII, 07-630.010 – 07-630.016, dated 11/04/1997.


	b.  Locating a Retired CER Folder
	To locate a retired CER folder, check the BINQ Locator screen to find which United States (U.S.) National Archives and Federal Information Center the folder has been sent to for safe keeping.
Note:  A retired CER folder applies to a veteran who

· has previously used Chapter 31 benefits, or

· applied for Chapter 31 benefits, started the initial evaluation process, but never developed a Rehabilitation Plan.


	c.  Which CER Folders Can Be Recalled From the U.S. National Archives and Federal Information Center
	Chapter 31 CER folders created after 1960 may be recalled from the U.S. National Archives and Federal Information Center.




6.  Handling Sensitive Files

	Introduction
	This topic contains information on handling sensitive files, including 

· the need for VR&E deviation from the policy on sensitive access levels to effectively manage sensitive cases

· who is responsible for authorizing access to sensitive files

· requests for a one-time deviation from the policy on sensitive access levels

· granting requests to deviate from the policy on sensitive access levels

· authorizing additional employees for sensitive access levels when workloads increase, and

· an example of the policy for changing sensitive access level.


	Change Date
	October 28, 2005


	a.  Need for VR&E Deviation From the Policy on Sensitive Access Levels to Effectively Manage Sensitive Cases 
	Due to BDN and Common Security System (CSS) restrictions, VR&E Divisions, particularly outbased sites, may experience difficulty in managing certain cases, including those that involve access to sensitive files, such as 

· veteran-employee files
· VSC employee files, and 
· work-study student files.

In order for VR&E employees to effectively manage a case involving one of these types of files, a deviation from the policy on sensitive access levels is needed.

Reference:  For more information on BDN and CSS sensitive access levels, see M28.II.2.A.7.


	b.  Who Is Responsible for Authorizing Access to Sensitive Files
	The RO Director or the Area Director is responsible for authorizing access to sensitive files in BDN.


Continued on next page

6.  Handling Sensitive Files, Continued

	c.  Requests for a One-Time Deviation From the Policy on Sensitive Access Levels
	Submit requests, in writing, to the RO Director or Area Director for a one-time or temporary deviation from the policy on sensitive access levels per VBA IRM Handbook No. 5.00.02 HB2.
	
	


	d.  Granting Requests to Deviate From the Policy on Sensitive Access Levels
	The RO Director or Area Director must 

· provide temporary access to the file at the necessary access level, and

· rescind the temporary access immediately after the necessary action is taken (for example, when development is completed and/or the claim is processed, or the veteran completes or discontinues their rehabilitation program).


	e.  Authorizing Additional Employees for Sensitive Access Levels When Workloads Increase
	In order to handle increased sensitive file workloads, a RO Director may temporarily authorize access to sensitive files at levels five through seven for additional employees above the number specified in the policy per VBA IRM Handbook No. 5.00.02 HB2.

The Area Director may

· temporarily authorize access to sensitive files at level eight.

· provide the VR&E case manager temporary access, sufficient to manage the case in CWINRS and BDN, until the veteran completes or discontinues their rehabilitation program.




Continued on next page

6.  Handling Sensitive Files, Continued

	f.  Example:  Policy for Changing Sensitive Access Levels
	Situation:

An employee-veteran is a work-study student receiving VR&E benefits from the RO in which he/she is employed.

Result:

The RO Director grants

· the VR&E Case Manager temporary sensitive access to level six to sufficiently manage the case in CWINRS and BDN, and

· revokes the temporary access upon the veteran’s program completion or termination.

Notes:

· The RO Director must approve this request for temporary access to a sensitive level higher than the employee’s current sensitive access level.

· The RO Information Security Officer periodically reviews temporary sensitive access levels to ensure compliance with the policy.


7.  Exhibit 1:  Sensitive Access Levels for the Benefits Delivery Network (BDN) and the Common Security System (CSS)

	Change Date
	October 28, 2005


	a.  Sensitive Access Levels
	The table below describes the sensitive access levels for BDN and CSS.

Notes:

· Submit requests for deviations to the restrictions on sensitive access levels, in writing, to the RO Director.  When approved, the deviations expire in 1 year, or when the veteran completes or terminates the rehabilitation program.

· The RO Director determines business needs.

· Levels 1 – 4 are not currently in use.  When the BDN system is replaced, the levels will be reset from 0 – 5.  


	Level of Sensitivity
	VA Records Including Employees, Veterans or Their Beneficiaries
	Expiration Date
	Level of Access
	Authorized Employees

	9
	The President/Vice President of the U.S.; Members of the Cabinet; U.S. Senators and Members of Congress; U.S. Supreme Court Justices; VA Secretary; VA Deputy Secretaries; VA Under Secretaries; VA Assistant Secretaries; other high profile individuals; special cases (for example, witness protection)
	Indefinite
	9
	Under Secretary for Benefits (USB); Deputy USBs; Service Directors; Directors and Assistant Directors of facilities having jurisdiction over records with a level of sensitivity equal to 9


Continued on next page

7.  Exhibit 1:  Sensitive Access Levels for the Benefits Delivery Network (BDN) and the Common Security System (CSS), Continued

	a.  Sensitive Access Levels (continued)


	Level of Sensitivity
	VA Records Including Employees, Veterans or Their Beneficiaries
	Expiration Date
	Level of Access
	Authorized Employees

	8
	VA Senior Executive Service; Directors and Assistant Directors; Regional Counsel; Div. Chiefs or equivalent; persons of national prominence; Governors; Lt. Governors; Attorneys General of states or commonwealths; locally prominent persons or officials
	3 years after leaving public/ government service
	8
	Facility Directors and assistants; Area Directors; VSC Managers and Assistants; all other Division Chiefs

	7
	VBA employees; private attorney fee cases
	3 years after leaving public/ government service
	7
	ISOs and AISO, System Security Officers, Supervisory Accredited Veterans Service Organization (VSO) reps; Private Attorneys; all VA Supervisors with a business need; and 10% of a VA entities’ non-supervisory staff with a business need

	6
	VA Employees (other than VBA employees); VSO employees, relative of employee; VA work-study/interns employed at a VBA location
	3 years after leaving public/ government service
	6
	Journey-level employees having a business need on a daily basis, not to exceed 25% of a VA entities’ non-supervisory staff; non-supervisory accredited VSO reps


Continued on next page

7.  Exhibit 1:  Sensitive Access Levels for the Benefits Delivery Network (BDN) and the Common Security System (CSS), Continued

	a.  Sensitive Access Levels (continued)


	Level of Sensitivity
	VA Records Including Employees, Veterans or Their Beneficiaries
	Expiration Date
	Level of Access
	Authorized Employees

	5
	Employees of cooperating public and private agencies engaged in presentation of claims to VA
	3 years after leaving public/ government service
	5
	All other employees with a business need; VSO administrative/ support staff with a business need

	4
	Local Use Determination
	---
	4
	---

	3
	Local Use Determination
	---
	3
	---

	2
	Local Use Determination
	---
	2
	---

	1
	Local Use Determination
	---
	1
	---

	0
	Open files (accessible by all VA employees)
	---
	0
	---
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