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	Veterans Benefits Administration Manual M21-1, Part II, “Clerical Procedures,” is changed as follows:





	Pages 3-I-1 through 3-I-4:  Remove these pages and substitute pages 3-I-1 through 3-I-4 attached.





	Subparagraph 3.04a is amended to provide a definition of the term “locked files,” and to indicate that COVERS may be used to maintain control of locked files.





	Subparagraphs 3.04a(1) through 3.04a(6) are reorganized as subparagraphs 3.04a(1) through 3.04a(3) and revised  


to reflect that locked files may contain the records of non-VBA employees


to provide examples of when temporary transfer to the employing office would be warranted


to show when records of relatives of work-study program participant must be secured, and


to reflect the need for the folders of former employees, including former work-study program participants, to remain in locked status for three years following separation from duty and then be returned to the general files.     





Subparagraph 3.04c is amended to state that, in accordance with Office of Inspector General recommendations, restricted records which are charged out should be returned to locked files at the end of each day. 





Subparagraph 3.04d is reorganized as subparagraphs 3.04d and 3.04e and revised 


to show the correct reference in M20-4 for sensitive file criteria 


to reflect the need for reciprocal audits with the sister station


to state that the ISO can provide a sensitive master file listing, and


to reflect the need for qualifying work-study program participants to complete VA Form 20-0344 annually. 
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CHAPTER 3.  FILES AND FOLDER CONTROL





SUBCHAPTER I.  STORING FOLDERS





3.01  GENERAL





	Follow the procedures in chapters 2 and 4 and M23-1, part I, chapter 13, for establishing folders, determining jurisdiction of folders and transferring folders.





3.02  FILING OF FOLDERS





	a.  File folders only in cabinets designated for that purpose.  Under no circumstances store veterans’ records in desks or other unauthorized places.  Do not remove veterans’ records from VA premises for any purpose unless authorized by station management.





	b.  Arrange claims, XC-, Job Training and DEA folders numerically within terminal digits (last two numbers).





	(1)  Use the last two numbers of the file number to establish the terminal-digit category in which the folder should be filed.  The filing sequence then becomes a strict numeric system, reading numbers from left to right.  





	(2)  Identify folders by claim numbers or by Social Security numbers (SSN).  Interfile folders bearing SSN's with folders bearing claim numbers.  Leading zeroes have no numerical value and will be disregarded.  As a result, the bulk of the folders identified by SSN's will be filed at the end of each terminal digit, but folders bearing SSN's preceded by zeroes may still fall within existing claim number sequence.  Whenever a claim number and an SSN are numerically identical, file the folder identified by the claim number ahead of the folder bearing the SSN.  Interfile DEA and Job Training folders with the claims and XC �file series.  File DEA and Job Training folders behind the correspondingly numbered claims folder.





Exception:  VA regional office, Manila, will maintain DEA folders as a separate file series.





	c.  Counseling/Evaluation/Rehabilitation (CER) folders are established and maintained by the Vocational Rehabilitation and Employment (VR&E) Division.





3.03  MISFILED RECORDS 





	a.  Maintain all folders (claims, XC-, DEA) in strict numerical sequence in the order prescribed in paragraph 3.02 for each file series.  A folder not in the proper sequence is considered "misfiled."  Look for misfiled folders during sequence checks, reconciliations, retirements and other special projects, as well as during normal file servicing.





	b.  When a misfiled claims folder is found, determine if the folder has been reported lost and whether or not a rebuilt folder exists.  Check the charge card in files.  If the charge card indicates that circularization was requested, notify the RMC that the folder has been found, as prescribed in paragraph 3.13.  If the charge card indicates a rebuilt folder is located at the station, consolidate the two folders and notify the RMC when consolidation is completed.  If the charge card does not indicate a folder has been circularized or rebuilt, or if there is no charge card in file, do a BINQ to ascertain the folder location shown in BIRLS.  If BDN shows folder location at the same station, return the folder and charge card to the proper file series.  If BDN indicates the folder is located at another station, check with the other station to ascertain if another folder exists.  If no other folder exists, do a BUPD transaction to show correct folder location.  If another folder exists, take action to transfer and consolidate the folders and notify RMC when consolidation has been accomplished.  When the RMC receives notification of folder consolidation, they will remove the rebuilt-folder indicator in BIRLS.
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3.04  LOCKED FILES





	 a.  “Locked files” are files that are maintained in a locked room or a locked cabinet which has access controlled by a custodian.  Locked files will be used to house all claimants’ records of a restricted nature.  Locked files will be maintained in, or in close proximity to, the office of the Veterans Service Center Manager (VSCM).  The VSCM or Assistant VSCM will be sole custodian of locked files and is responsible for the necessary recording, filing, safeguarding and release, upon proper request, of all claims folders and material housed in the locked files.  Claims folders will be filed in proper sequence.  VA Form 3025, “File Charge Card,” or COVERS will be used to maintain control of each claims folder.  Claims folders and material will be delivered only to the chief of the division requiring their use, or to a properly designated alternate, or to the representative of the recognized service organization holding the proper power of attorney.   





	(1) The following claims folders and material will be maintained in locked files:





All VBA and certain specified other VA employee records for the designated sister station listed in M21-1, Part II, Chapter 4.07a





All claims folders for local employee-veterans, local service organization employees, or employee-relatives whose claims folder has been temporarily assigned to the employing office for action, such as for a VA examination or personal hearing 





Claims folders of non-VBA employees who interact regularly with VBA employees, such as VHA physicians who conduct examinations on a recurrent basis


	


Claims folders for the following public officials during their tenure in office or while they are candidates for election:





Members of the U.S. Congress


Governors of states or commonwealths


Lieutenant Governors of states or commonwealths


Attorneys General of states or commonwealths





Any other records which the VSCM or the Director determines should be maintained in locked files because of the nature of their content or potential public interest in the veteran concerned





	(2)  The records of other VA employees, such as Veterans Health Administration (VHA) or National Cemetery Administration (NCA)  employees, who are co-located in a VBA facility and participants in VA work-study programs who work in close proximity with VBA employees will be maintained in locked files at the sister station of jurisdiction.  If a qualifying work-study participant is not a veteran, the records of the relative on whose service eligibility is based will be secured. 





	Note:  Jurisdiction for the adjudication of claims for employee-relatives and service organization employees will parallel the policy for VBA employees; however, the claims folder will be maintained in the general file banks of the sister station.


	   


	(3)  Former employees’ claims folders, including the folders of former work-study program participants who were employed in close proximity with VBA employees, are maintained in locked files at the sister station of jurisdiction for three years following the employees’ separation from duty and then returned to the general file banks at the sister station.   
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	b.  Maintain all restricted material not normally housed in a claims or CER folder in kraft envelopes in locked files.  Properly identify the contents in writing on the front of the envelope.  Prepare VA Form 70-3797, “Cross-Reference to Confidential Report,” indicating the existence and location of the veteran's confidential records, including FBI reports, and file it on the inside left flap of the claims folder (compartment B of segregated claims folder) or other file involved.  It will remain above all other material at all times.  If the claims folder is temporarily transferred out before preparation of VA Form 70-3797, retain the form in the file series in the same manner as file mail.





	c.  Restricted records which are charged out of locked files to an organizational element should be returned to locked files at the end of each day.  The using element will take necessary protective measures during the period records are in its custody.  Annotate the charge card in locked files or update COVERS to show the current location of veteran's restricted records.





	d.  Establish local procedures to ensure records identified as meeting the sensitive file criteria contained in M20-4, Part II, VBA IT Handbook 5.00.02.HB2, are placed in locked files.  For each action to enter or remove a record in the sensitive file, a corresponding action will be taken to enter or remove the claims folder in locked files.  Conduct a semiannual audit of both sensitive file holdings and locked file holdings and perform a reciprocal audit with the sister station.  Immediately resolve any discrepancies.  Additionally, establish procedures for ascertaining if an employee or a relative of an employee is assigned a file number.  The Information Security Officer (ISO) can provide a sensitive master file listing.  Employees who are assigned file numbers after their employment are required to notify their supervisor who, in turn, notifies the ISO.  Use similar notification procedures if an employee is reassigned to another station or terminates employment.  





	e.  All VBA employees (including other VA employees housed at VBA facilities and qualifying work-study program participants) are required to complete an annual certification process.  Specific responsibilities and procedures regarding the VA Form 20-0344, “Annual Certification of Veteran Status and Veteran Relatives,” are outlined in M21-1, Part III, Chapter 2.  





3.05  HANDLING OF VA RECORDS PERTAINING TO TREATMENT OF HUMAN IMMUNODEFICIENCY VIRUS (HIV) OR SYNDROME (AIDS), ALCOHOL ABUSE, DRUG ABUSE OR SICKLE CELL ANEMIA





	a.  Title 38 U.S.C 7332 provides for the confidentiality of VA records pertaining to human immunodeficiency virus (HIV) or syndrome (AIDS) alcohol abuse, drug abuse or sickle cell anemia.  This includes information received, obtained or maintained by an employee or contractor of VA for the purpose of performing HIV-AIDS, drug abuse, alcoholism or sickle cell anemia program functions regarding an identifiable patient.  A program includes treatment, rehabilitation, education, training, evaluation and research information.





	b.  The Veterans Health Administration (VHA) is responsible for identifying and permanently maintaining the original VA records pertaining to these conditions.  Such records will be specifically identified as coming under the purview of 38 U.S.C. 7332.





For purposes of processing benefit claims, copies of such records prepared by VHA will merely be loaned to the Service Center.





	d.  No additional copies of these records will be made by regional office personnel and, after adjudication or other proceedings have been completed, the records will be destroyed in accordance with RCS VB-1, part I, item No. 13-052.300.  Appropriate disposition of these records will be accomplished using whatever method is available at the regional office, i.e., shredding, incineration.





	e.  These VA records can be kept in the file only if the claimant submits them.  However, the veteran must be advised that such documentation is available upon request from the VA medical facility and need not be maintained in the claims folder unless the claimant so desires.	3-I-3
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	f.  Reports of VA physical examinations for the purpose of evaluating a disability are not included under 38 U.S.C 7332 and, therefore, will be maintained in the claims folder.





	g.  Records pertaining to HIV-AIDS, alcohol abuse, drug abuse or sickle cell anemia which pertain to non-VA programs will also be maintained in the claims folder.





	h.  Generally, records specified in subparagraphs e and g above will not be redisclosed without the individual's consent.





	i.  A service organization representative holding a valid power of attorney will have access to section 7332 records unless the folder contains a statement signed by the veteran specifically denying such access.  





3.06  CONTROL AND SEQUENCING OF RECORDS





a.	Establish controls essential to ensure locating folders charged out of files storage.





 	(1)  Use either VA Form 3025 or COVERS to maintain control of records charged out of storage.  All VA regional offices must use COVERS for tracking files.  The User Guide can be found on the /G: drive under Covers 2.5.1; one is also located on the VBA Web Site at http://152.124.238.193/bl/21/publicat/Users/Index/htm.  COVERS can be used to show a file is located at a particular element, or with a specific individual in the organization; the more specific the designation, the more useful it will be in locating the file.  Veterans’ records which are maintained at a site away from the regional office, whether at a government or private facility, must be tracked in COVERS as well; entry must be made in the system prior to off-site storage.  Individual offices may decide on specific designations and abbreviations used in COVERS for this purpose.  (EXAMPLE:  if files are stored off-site at a federal records facility, the location may be designated “FRC” in COVERS.)  If VA Form 3025 is used, fill out the card to show the mail routing symbol of the organizational element to which the folder was charged, the type of mail, e.g., form number, which caused the folder to be pulled, date folder was charged out of file and the initials of the person who made the charge.





	(2)  Use COVERS for requisitioning individual folders.  (See Chapter 4 of the User Guide for procedures.)  VA Form 70-3770, “Requisition for Numbered Folder,” may also be used for these purposes. 





	(3)  Use COVERS for recharging individual folders from one organizational element to another, or, within an operating element, from one individual to another.  (See Chapter 4 of the User Guide for procedures.)  VA Form 20-3770a, “Notification of Recharge of Numbered Folder,” may also be used for these purposes.  





	b.  Proper and continual sequence checking improves control of veterans’ records.  A file sequence check consists of checking each folder in a file drawer to ensure that every one is in strict numerical sequence within each terminal digit.





	(1)  Accomplish some sequence checking on a daily basis.  Station management should establish a schedule so that all regional office file banks are checked at least once a year.





	(2)  During sequence checks, remove charge cards eligible for disposition, pull folders in need of renovation and shift folders to avoid overcrowded drawers.





	(3)  Maintain documentation of the sequence checks performed.





	c.  Files tracked in COVERS should be updated in the system on a regular basis.  Station management should ensure that all files on station are “re-COVERed” weekly at their current location.
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